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REVISION HISTORY

Revision
Number

Document
Revised

Description of Change

Release Date

V2R3

- MS Outlook
2016 STIG,
V2R2

- DTOO285 - Updated the vulnerability to
better outline the risk of enabling the
webcal:// protocol.

27 April 2022

- MS Outlook
2016 STIG,
V2R1

- DTOO0O214, DTOO215, DTOO314,
DTOO0344, DTO0OA425 - Added requirement
regarding plain-text requirements in Outlook
client email.

15 December 2021

- MS Outlook
2016 STIG,
VIR2

- DISA migrated the MS Outlook 2016 STIG
to a new content management system. The
new content management system
renumbered all Groups (V-numbers) and
Rules (SV-numbers). With the new Group
and Rule numbers, DISA incremented the
version number from VIR2 to V2R1.

- DT00262 - Modified Vulnerability
Discussion to provided information
regarding encryption in FIPS mode.

23 October 2020

- MS Outlook
2016 STIG,
VIR1

- Removed V-71137 (DTOO228).
- Removed V-71269 (DTOO314).
- Removed V-71279 (DTOO344).

28 July 2017

- N/A

- Initial Release

14 November 2017
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